I've seen some tweets that I didn't post, and I suspect my Twitter account has been hacked. How can I know for sure, and what can I do about it?

**Answer:**

1. Log on to Twitter and go to your settings. Choose Remove Access for Any Third-Party Applications. You will then be taken to a page where you can remove access for any third-party applications you no longer recognize.
2. Go to your settings and choose Revoke Connections to Third-Party Applications.
3. Change your password to one you’ll remember. Twitter will ask you to provide the new password.
4. Log out of Twitter on your phone or other devices. If you can’t log out of Twitter on your phone, enter your password and click Log Out.
5. Then, update your password in remaining third-party applications. In your settings, remove access for any third-party applications you don’t recognize.
6. If your phone number is associated with your Twitter account, enter your phone number and request a password reset. If you have a backup email account associated with your Twitter account, enter that email address instead.
7. After you enter your phone number or email address, Twitter will send a request to reset your password. If you don’t receive the request within a reasonable amount of time, contact Twitter Support.
8. Check your settings to ensure that no one has access to your account. Make sure that the email address associated with your account is correct.
9. If you still need help, contact Twitter Support.
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